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**1 Общие положения**

1.1 Комиссия по классификации информационных систем персональных данных в федеральном государственном бюджетном образовательном учреждении высшего образования «Северный государственный медицинский университет» (далее – Комиссия) является постоянно действующим коллегиальным органом, обеспечивающим выполнение обязанностей по защите персональных данных в федеральном государственном бюджетном образовательном учреждении высшего образования «Северный государственный медицинский университет» (далее – Университет).

1.2. Комиссия в своей деятельности руководствуется статьями и положениями Федерального закона от 27.07.2006г. №152-ФЗ «О персональных данных», постановления Правительства Российской Федерации от 01.11.2012г. № 1119 «Об утверждении требований к защите персональных данных при их обработке в информационных системах персональных данных» и «Требований о защите информации, не составляющей государственную тайну, содержащейся в государственных информационных системах», утвержденных приказом Федеральной службы по техническому и экспортному контролю Российской Федерации от 11.02.2013г. №17, а также нормативно-правовыми актами Университета, направленными на обеспечение выполнения обязанностей по защите персональных данных в Университете и настоящим Положением.

**2 Задачи Комиссии**

2.1. Комиссия определяет класс информационной системы в соответствии с «Требованиями о защите информации, не составляющей государственную тайну, содержащейся в государственных информационных системах», утвержденными приказом Федеральной службы по техническому и экспортному контролю Российской Федерации от 11.02.2013г. №17, в ходе чего выясняет:

- уровень значимости информации, обрабатываемой в классифицируемой информационной системы;

- масштаб, классифицируемой информационной системы.

2.2. Комиссия определяет требуемый уровень защищенности персональных данных, в соответствии с положениями постановления Правительства Российской Федерации от 01.11.2012 № 1119 «Об утверждении требований к защите персональных данных при их обработке в информационных системах персональных данных», в том числе:

- перечень персональных данных, обрабатываемых в информационных системах;

- тип актуальных для информационной системы угроз безопасности информации.

- категория, состав и объемы информации, обрабатываемой в информационной системе персональных данных.

2.3. Формирует по результатам классификации Акт классификации информационных систем персональных данных на каждую информационную систему.

Классификация может проводиться как на стадии создания информационной системы, так и на стадии ее модернизации.

2.4. Определяет и разрабатывает (уточняет) типовые модели угроз и соответствующие им типовые требования к системам защиты информационных систем персональных данных.

2.5. Осуществляет оценку необходимых мероприятий и затрат по приведению информационных систем персональных данных в соответствие с предъявляемыми законодательством Российской Федерации требованиями.

**3 Права Комиссии**

Комиссия имеет право:

3.1. Взаимодействовать по вопросам своих полномочий по защите персональных данных в Университете (далее – полномочия Комиссии) с должностными лицами Университета, осуществлять координацию их действий, направленных на реализацию обязанностей по защите персональных данных.

3.2. Запрашивать и получать у должностных лиц Университета необходимую информацию по вопросам, отнесенным к полномочиям Университета.

**4 Организация работы Комиссии**

4.1. Комиссия создается, реорганизуется и упраздняется приказом ректора Университета.

4.2. Состав Комиссии формируется из наиболее подготовленных по вопросам защиты информации работников Университета, из числа которых назначаются председатель и 4 члена комиссии. Персональный состав Комиссии и любое его изменение утверждается приказом ректора Университета.

Лица, присутствующие на заседаниях Комиссии, кроме ее членов, являются приглашенными.

4.3. Председатель Комиссии осуществляет планирование и организацию работы Комиссии, контроль за выполнением принятых на заседаниях Комиссии решений.

4.4. Решения Комиссии принимаются всеми членами Комиссии открытым голосованием и считаются принятыми, если они поддержаны простым большинством голосов, при кворуме не менее 75 процентов от общего состава Комиссии.

4.5. Решения, принятые на заседании Комиссии, оформляются в виде Акта классификации информационных систем персональных данных, который подписывается.